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Bullying – NRS 388.122 
“Bullying” means a willful act which is written, verbal or physical, or a 
course of conduct on the part of one or more persons which is not 
otherwise authorized by law and which exposes a person repeatedly 
and over time to one or more negative actions which is highly offensive 
to a reasonable person and: 

 
1. Is intended to cause or actually causes the person to suffer  harm or 

serious emotional distress; 
 
2. Exploits an imbalance in power between the person engaging in the act 

or conduct and the person who is the subject of the act or conduct; 
 
3. Poses a threat of immediate harm or actually inflicts harm to another 
    person or to the property of another person;   
 
4. Places a person in reasonable fear of harm or serious emotional 
    distress; or 
 
5. Creates an environment which is hostile to a pupil by interfering with 
     the education of the pupil. 

Intimidation 



Cyber-bullying 

“Cyber-bullying” means bullying through the use of electronic  
communication. The term includes the use of electronic  
communication to transmit or distribute a sexual image of a  
minor. As used in the section “sexual image has the meaning  
ascribed to it in NRS 200.737. 
 
“Electronic communication” means the communication of any  
  written, verbal or pictorial information through the use of an  
  electronic device, including, without limitation, a telephone,  
  a cellular phone, a computer or similar means of  
  communication. 

NRS 388.123 & 388.124 
 



Nevada Law NRS 200.900 
Senate Bill No. 414 

Chapter 200 of NRS is hereby amended by adding thereto a 
new section to read as follows: 
 
1. A minor shall not knowingly and willfully use an electronic  
      communication device to transmit or distribute, or otherwise  
      knowingly and willfully transmit or distribute, an image of  
      bullying committed against a minor to another person with the  
      intent to encourage, further or promote bullying and to cause  
      harm to the minor. 
 

 Effective October 1, 2013 
 

Approved by the Governor,  June 1, 2013. 

http://leg.state.nv.us/Session/77th2013/Bills/SB/SB414_EN.pdf 

Bullying by use of Electronic Communication Device 
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Once you post  
something online 

you can  

NEVER  
get it back! 





COMPUTERS 



Cell Phones are computers  

Thus, use of a cell phone requires  
similar safety precautions.  

 



Top 14 Social Networking sites 
December 2014  



Top 14 Social Networking sites 
December 2014  

Minimum Age 13 

Minimum Age 13 

Minimum Age 13 

Minimum Age 13 

Minimum Age 14 

Minimum Age 13 

Minimum Age 13 

Minimum Age 13 

Minimum Age 17 

Minimum Age 18 

Minimum Age 13 

Minimum Age 13 

Minimum Age 13 

Minimum Age 13 



Social Networking 
Age Requirements 

Children’s Online Privacy 
Protection Act (COPPA )   

- requires websites that allow 
children under the age of 13 or 

collect information from 
children must adhere to 

procedures designed to protect 
the child’s privacy. 



BY TARA FOWLER 02/10/2015  
  
A 13-year-old boy was shot and killed 
in Chicago on Sunday evening – and his 
family says Facebook posts are to 
blame.  
 
Anthony Diaz was out with his two 
older sisters when he was fatally shot 
in the chest, police tell PEOPLE. He'd 
followed the girls into a physical fight 
over some Facebook posts and ended 
up paying for it with his life.  

This happened earlier this year! 



https://www.commonsensemedia.org/blog/15-sites-and-apps-kids-are-heading-to-beyond-facebook 



Disappearing Media 



Reappearing Media 





2013 Stats 



CELL PHONES 



Cell Phones 

• Mini Computers 
 
• Camera - video/still 
 
• Texting 
 
• Email 
 
• FaceTime /Skype 
 
• Social Networking 
 
• YouTube 



Concerns about the use 
of a Cell Phone Camera  

• Pictures taken identify student, friends, school, 
part of town ( example) street sign.  

 
• Inappropriate Pictures (voluntary and secret) 

Sexting, Sextortion 
 
• Posting to social media - embarrassing 

pictures/videos 
 
• Video taping a bullying an event 
 
• Photographing tests   



EXIF – Exchangeable Image File   



Sexting/Inappropriate Images 

• Sending sexually explicit pictures or video via text 
message or similar electronic communication, 
sending text messages of a sexually-charged nature. 

 

• It is estimated that about that 20% or 1 in 5 have 
U.S. teens have participated in sexting. 

 

 Technology – Where are we headed? 



http://dsc.discovery.com/convergence/koppel/interactive/interactive.html 

Every webpage, post  and 
comment is indexed in 

Google and other search 
engines and will probably 
be around forever in one 

form or another. 



Digital  
Footprint 

Active Footprint  
- those things  
knowingly placed on 
the internet 
 
Passive Footprint   
- those things 
unknowingly placed 
on the internet 



Sextortion 

Term used to describe the act of obtaining a  

nude /embarrassing photo of an individual,  

typically a teen, and then threatening to disclose  

this photo if other photo’s are not forwarded. In  

some instances other demands such as a face to  

face meeting are made.   







Sextortion 



GAMES 



Have rules for playing been established? 

• Is the game connected to the internet? 
 
• Do not disclose identity, picture, address, location. 

Consider using an Avatar. 
 
• Stop game immediately if threats or other 

inappropriate communications are made. 
 
• Is the amount of time allowed to play limited? 
 
• Is the game play in an area that can be monitored? 
 
• Do you play the game with your child? 

 
 



This is an Avatar. 



 
Online Gaming 

  
Game is played using an internet connection 

 

• Is the game appropriate for my child? 
 
• Do you know the game rating?  
 
• Do you understanding the rating system? 
 
• Is the other player/s known? 
 
• Have rules for playing been established? 
 
 

 



Is the game appropriate for my child? 



GRAND THEFT AUTO V 

ESRB – ENTERTAINMENT SOFTWARE RATING BOARD 





Is the other player/s known? 



Is the other player/s known? 



 

 





Lawsuits 









Safety Considerations 







The Megan Pledge 
http://aftab.com/index.php?page=the-megan-pledge 





http://www.digitalcitizenship.net/uploads/KidPledge1.pdf 



What to do if you become a target of a 
cyber-bully. 

• Save/print (depending on content) 
 
• Immediately report to your parent  
 
• Consider reporting to school if it involves 

classmates/students, even if they attend 
another school 

 
• Possible contact police if threats are made or 

laws are broken 
 
• Consider blocking the person sending  

 











Information which should not be shared 

• Picture or pictures taken with cell phone 
 
• Last name or unique first name 
     – use a common nickname 
 
• Home address 
 
• Email address 
 
• Telephone number 
 
• School 
 
• Credit card/financial information 
     (Harry Pooter Example)  



Basic Internet Search 



How do I help create a safe environment 
for technology with my child? 

• Become Net-savvy parents 
 
• Talk to your children 
 
• Monitor your child’s Internet usage 
 
• Put the computer in the family room with the 

monitor turned toward middle of room 
 
• Watch for children quickly changing screens 

when you approach 
 
• Make the Internet a shared experience 

 

 

 



• Watch for digital content - CDs, thumb drives, 
SD Cards, cloud or other online storage sites 
(Dropbox)  

 
• Consider using blocking technology and spying 

software consistent with your philosophy of 
child raising 

 
• Talk to friends’ parents about their rules 
 
• Use caution and educate children on 

appropriate use of  portable technology devices 
such as tablets, IPAD/Kindle, Smart Phones, 
Computers 

How do I help create a safe environment 
for technology with my child? 



Questions a parent should consider 

• What is my knowledge level regarding technology? 
 
• What technology does my child have access to? 
    (home, school, friends, other) 
 
• Have I had a conversation with my child regarding  
    appropriate use of technology? 
 
• Do I want to track what my child does online or 

with their phone?   

 

 



 





THANK YOU! 

http://ccsd.net/edservices/center.html

